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1.	Introduction



1.1	Purpose

Verification, Validation, and Accreditation (VV&A) of joint Modeling and Simulation (M&S) training resources are required by current DoD and JCS policies and of all M&S owned or managed by the U.S. Air Force (USAF).  The purpose of this plan is to present concepts, strategies, procedures and milestones that will guide the VV&A program for the Air and Space (A&S) Domain of the Joint Simulation System (JSIMS), as part of the National Air and Space (Warfare) Model (NASM).  While the M&S for the A&S Domain is being developed under the direction of the USAF, it will serve to support JSIMS and it will, therefore, be subject to all of the same joint policies to which JSIMS is subject. For a complete list of guidance used in producing this document see Appendix A.	



1.2.	Scope

This plan will cover the technical methodology that will be employed to successfully conduct verification and validation of elements from the A&S Domain, and for the validation support that will be provided to the JSIMS Enterprise.  Currently, this plan covers the V&V activities relating to the A&S Domain through Initial Operational Capability (IOC).  Later versions will address V&V activities through Final Operational Capability (FOC) and beyond.  This plan will address those V&V requirements that are unique to the A&S Domain, cross-Domain V&V requirements and participation in Joint (i.e., JSIMS) V&V activities

The following basic assumptions and constraints have contributed to designing and implementing a cost-effective V&V program for the A&S Domain:



Schedule and Resource Constraints.  The timeline of the JSIMS effort and the resources available will constrain what activities may be undertaken, what V&V products may be generated, and the degree to which the V&V needs of this program may be met.  Consequently, the A&S Domain has developed this plan of activity that responds to the need of the JSIMS accreditation authority and is practical to implement.  This plan will also be updated as required, to document any concessions to circumstantial constraints, or shortfalls to planned activity or results, so that future work may be more systematic and complete.



Configuration Management Implications.  Configuration management (CM) of the A&S Domain products and JSIMS as an Enterprise is of considerable importance in defining and executing a well-ordered set of V&V activities.  Systematic CM ensures the integrity of the V&V activities. Any amount of V&V is futile if the configurations in which they are implemented are not closely regulated and controlled. 



There is a single process for the A&S Domain V&V program definition and design as illustrated in Figure 1-1. The specific V&V activities identified for execution and formal documentation in the A&S Domain V&V Plan have been selected with the goal of satisfying the fundamental data needed for accreditation decisions.
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Figure 1-1. A&S Domain V&V Activity Design and Execution Logical Flow



The A&S Domain V&V activities definition will be driven by data requirements which will support accreditation decisions by the JSIMS Enterprise. As illustrated in Figure 1, the accreditation decision data requirements will influence the identification and selection of V&V data products during the V&V activity definition /design process.  The A&S V&V accreditation data products are subsequently flowed down to entities to be evaluated, i.e. units-under-test (UUTs), then to pertinent V&V activities (with associated procedures and evaluation criteria), and finally to the agents or staff resources necessary to execute the activities.  Identification of the accreditation data requirements, V&V data products, associated UUTs, applicable V&V activities, and the roles and responsibilities of the V&V agents comprise the A&S Domain V&V Plan.  This Plan optimizes the potential for accreditation by ensuring that the V&V activities planned for execution are responsive to the information needs of the potential accreditation authorities.  A baseline set of V&V activities that will be executed in support of independent accreditation decisions are defined in this plan.



1.3.	Definition of Terms

Because the A&S Domain is required to interact within a joint services architecture, terms associated with VV&A must be clearly defined.  In general, definitions from DoD Instruction 5000.61 are used.  However, because of the unique nature of the JSIMS and A&S program, further explanations of terms are provided, as outlined in the following paragraphs.



Acceptability Criteria.  A set of standards that a particular A&S or joint model and simulation must meet to be accredited for a specified use. These criteria are established, defined and approved by the USAF for A&S products. Acceptability criteria should define the fidelity, realism, emulation, and objectivity of the simulation and how the degree of satisfaction of these criteria will be assessed in accordance with the requirements identified in the JSIMS Test and Evaluation Master Plan (TEMP), paragraph 1.3, the NASM Integrated Test Strategy (NITS) and USAF policies.



Accreditation.  This is the official certification that a model or simulation is acceptable for use for a specific purpose (DoD Directive 5000.59).   The JSI 8104.01 describes accreditation as the official determination by the M&S application sponsor that the capabilities of the M&S fit the intended use (the M&S is suitable) and that the limitations of the M&S will not interfere in drawing the correct conclusions (the M&S is acceptable).



Cross-Domain Validation.  Due to the special way in which JSIMS is being developed, each Domain, such as A&S, is responsible for verifying and validating, not only the specific Mission Space Objects (MSOs) that they have been assigned to develop, but also all interactions associated with those objects and the effects of other (external or non-A&S developed) MSOs with which they may interact.  Therefore, assistance and support of Cross-Domain validation by the A&S Domain of those MSOs (including the environmental model) with which the A&S MSOs will interact is also a requirement. 



Data Validation.  This is a process by which published data is assessed by Subject Matter Experts (SMEs) and is then compared with known values.  Data user validation is an assessment as appropriate for use in an intended model.  Data producer validation is an assessment within stated criteria and assumptions.



Data Verification.  Data producer verification is the use of techniques and procedures to ensure that data meets constraints defined by data standards and business rules derived from process and data modeling.  Data user verification is the use of techniques and procedures to ensure that data meets user specified constraints defined by data standards and business rules derived from process and data modeling, and that data are transformed and formatted properly.



Fidelity.  (1) The similarity, both physical and functional, between the simulation and that which it simulates. (2) A measure of the realism of a simulation. (3) The degree to which the representation within a simulation is similar to a real-world object, feature, or condition in a measurable or perceivable manner.



Functional Capabilities (FC).   Refers to capabilities defined by JSIMS Universal Capabilities List (JUCL); the Joint and Air Force Training FCs are as follow: (for further information see Section 3.4.2 of the JSIMS VV&A Plan).

������Joint Use Capabilities��Air Force Use Capabilities��J1  �CINC/JTF Training��F1    AFFOR Training��J2�Supporting CINC Training��F2    JFACC and JAOC Training ��J3�CINC/JTF & Components Training��F3    Wing Commander & Senior Staff   

         Training��J4�JFLCC (Land Component) Training����J5�JFACC (Air Component) Training����J6�JFMCC (Maritime Component) Training��Other Use Capabilities��J7�JIC (Intelligence Center) Training��O1    Planning and Analysis��J8�JIC & JISE (Intel Support Element) Training��O2    Crew/Team Mission Rehearsal��J9�JSOCC (Special Operations) Training��O3    Senior Officer Education�������Mission Space.  Mission space refers to the entities, actions, and interactions that must be represented to produce credible simulations of the specific mission area being addressed.  Mission space includes all elements (e.g., logistics, intelligence, manufacturing) that support the simulation and that are required to achieve the desired goals and objectives.



Model.  A physical, mathematical, or otherwise logical representation of a system, entity, phenomenon, or process.



Modeling and Simulation (M&S).  The use of models, including emulators, prototypes, simulators, and stimulators, either statically or over time, to develop data as a basis for making managerial or technical decisions.  The terms "modeling" and "simulation" are often used inter-changeably.



Model Managers.  The validation of a model is the responsibility of the owner and manager of that model who is responsible for the configuration management, validation and acquiring accreditation for each model under its cognizance.  For the A&S Domain, the Model Manager is the Air Force Agency for Modeling and Simulation (AFAMS).



Resolution.  The degree of detail and precision used in the representation of real-world aspects in a model or simulation.  



Subject Matter Experts (SMEs).  In order to properly validate a simulation model, that model must pass the evaluation or acceptability criteria established and approved by the Model Manager and this evaluation or assessment must be performed by someone who is considered a Subject Matter Expert (SME) in each area associated with that model. SMEs (a.k.a. Validation Agents) are designated by each Domain Executive Agent (EA) and may vary from product to product and between domain and cross-domain validation.  For cross-domain validation the Domain VV&A representative is responsible for informing JWFC of its lead SME for each product, and JWFC is responsible informing the other Domains of the reviewing SMEs. The Validation Agents for each Domain and cross-domain validation are recorded on the FDP metadata and on the validation records in Appendix K of the JSIMS V&V Plan.



Verification.  The process of determining that a model implementation accurately represents the developer’s conceptual description and specifications (DoD Directive 5000.59).  The Joint Staff Instruction (JSI) 8104.01 states that verification answers the question “Does the M&S work as intended?”

Verification is the confirmation by the developer that all data inputs, logic, calculations, and engineering representations of an M&S training resource accurately portray the characteristics and interactions of the item under evaluation.  Verification can be generally viewed from three perspectives: 1) algorithmic and logical design accuracy, 2) code verification and 3) data verification.  The first two concerns focus on the M&S training resource, whereas the third examines the ability of the M&S training resource to accept, accurately interpret, and process certified input data.  This definition is very important because it establishes the requirement that verification be performed during each phase of development of the M&S training resource, or its evolution.  Verification is customarily performed by the Developing Agent (DA), with sponsor oversight.



Validation.  The process of determining the extent to which an M&S is an accurate representation of the real world from the perspective of the intended use of the M&S (DoD Directive 5000.59).  This DoD definition of validation is often further qualified by adding, “when used within its Domain of applicability.”  The JSI 8104.01 states that validation answers the question “Is the M&S realistic for the purposes intended ?”

	Validation can be viewed from multiple perspectives; the most important include: 1) structure and depth sufficient to represent the real world for a given application, 2) behavior incorporating the ability to predict system performance and 3) information conveyance. Validation is confirmation that the processes and outputs from an M&S training resource parallel real world processes (at the level of intended uses) and are realistically sensitive to changes in the environment, tactical situation, system design, tactics and threat.  Validation is ultimately accomplished by testing and evaluating the results of exercising the M&S training resource.  Validation needs to be performed by knowledgeable agents independent of the Developing Agent, normally SMEs from the user community (i.e., USAF and NAIC).



Verification Agents. The responsibility for verifying the domain-specific elements is that of the Developing Agent (DA), the NASM Program Office and the Electronic Systems Center (ESC/AVM), who will provide experienced technical personnel who will perform the approved verification activities under the supervision of the sponsor.



1.4	System Description



1.4.1	The Joint Simulation System (JSIMS).  

JSIMS is the 21st century simulation system for CINCs, components, Joint Task Force (JTF) commanders and staffs, and Services.  JSIMS will also support mission planning and analysis, mission rehearsal, doctrine development, and education.  Reference the JSIMS Operational Requirements Document (ORD).  JSIMS will provide the ability to execute joint exercise scenarios and the capabilities to train JTF and JTF component staffs, Service staffs, and subordinate units staffs. The system will support the interaction of live, virtual, and constructive simulations and the training systems/simulators necessary to support both Joint and Service training.  Adherence to the DoD High Level Architecture (HLA) is required to ensure interoperability across the full spectrum of the joint operations mission space as well as automated connectivity to C4I systems.  The HLA will provide a standardized foundation for consistent and reliable data exchange between live, virtual, and constructive simulations.  Compliance with the HLA is also necessary to foster maximum reuse of simulation components.  At IOC JSIMS must provide a simulation system with a full spectrum of integrated joint warfare functionality and C4I interfaces that supports training of JTF battle staffs.  

	For additional information on the specific requirements for JSIMS, see references for the current versions of the JSIMS Operational Requirements Document (ORD), Technical Requirements Document (TRD), the System Segment Specification (SSS), the JCMMS and the JBASS listed in Appendix A.



1.4.2	The Air and Space (A&S) Domain.  

The purpose of the National Air and Space Warfare Model (NASM) program is to develop and coordinate the development of JSIMS Air and Space (A&S) elements. The JSIMS and NASM will provide portable, interoperable and reusable components consisting of realistic representations of the full range of aerospace missions for Air Force and joint training exercises.  As a component of JSIMS, the A&S Domain will (at FOC) provide the functional capability to realistically represent the full range of aerospace power applications in a joint synthetic battlespace for both Air Force specific and joint training.  These A&S applications will meet the operational training, readiness, and education needs of upper echelon theater warfighters, providing the capability to realistically model the full range of aerospace roles and missions.  This includes representing the full spectrum of support missions (logistics, intelligence, medical, engineering, communications, geophysical, meteorological, oceanographic, space, environmental factors, and information/disinformation) for both USAF-specific and joint operations in order to support combat operations and military operations other than war (MOOTW). 

	The A&S Development Agent (DA), ESC/AVM, will develop Mission Space Objects (both USAF and Foreign Representations/Threats) that will represent air entities and their interactions within the air domain.  The A&S DA will also develop the Civilian Environment (CE), and will collaborate with the other DAs on the cross-domain interactions to include basic representations of missions, organizations, platforms, weapons, equipment, and interactions.  The A&S DA will work with the Maritime DA, Marine Corps DA, and the Army DA to build fixed wing aircraft and helicopter entities to ensure consistent representation.  The details of the entities that may be modeled are specified in the A&S Breakout Analysis Spreadsheet (BASS) and the JCMMS.  The A&S BASS can be accessed on the JSIMS web site (www.jsims.mil) and the JCMMS can be accessed via the Functional Description of the Battlespace (www.orlando.veda.com).  JSIMS Version 1.0 will provide functional training for the Air Force component commander and staff, as well as the JFACC and Joint Air Operations Center (JAOC).  Linkages to Air Force designed simulators will support this effort.  Low resolution capabilities introduced at Version 1.0 are expected to be enhanced in later versions of JSIMS, as technology and program funding can produce higher levels of resolution.

	

For additional information on the specific detailed requirements for the A&S Domain, see references for the current versions of the NASM Operational Requirements Document (ORD), the NASM TRD, the NASM SSS, the JCMMS and the A&S BASS and related JSIMS documentation listed in Appendix A.



2.0     V&V Methodology for the A&S Domain.



2.1	Program Management.

The A&S Domain V&V program management will ensure an effective allocation of available funds and resources for V&V activities.  This “managed investment” concept is the execution, from all possible V&V activities, of a carefully selected subset of activities:

offering the “best return on investment” by providing the essential information necessary for V&V report findings, and

providing the evidence required to support USAF and DoD accreditation decisions.

Therefore, the subset of V&V activities will be chosen based upon the:

accreditation needs,

realities of the A&S M&S program, and

-	fixed A&S resources available for V&V.

	As the most cost-effective set of activities from all possible activities, the selected subset of V&V activities constitutes an optimal investment in V&V. The A&S Domain will implement V&V activities that provide the best marginal return on investment for the expended resources in terms of the value associated with the data product developed.

		This managed investment strategy addresses the scope and detail of V&V activities and allows near-optimal investment for an economically constrained environment.  This investment strategy provides for a deliberate and progressive outlay of resources that garners the information necessary to support A&S and JSIMS accreditation decisions.

		Thus, an actual A&S Domain V&V evaluation suite can be identified which is the most cost-effective of all possible candidate activities.  This strategy is graphically portrayed in Figure 2-1. 
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Figure 2-1.   A&S Domain V&V Investment Strategy



2.1.1	Roles and Responsibilities.



The NASM Program Office, A&S Development Agent (DA):

Manage the A&S Domain testing program, to include V&V, in accordance with Air Force Instructions. 

Provide guidance and direction to the A&S Domain Developing Agent Contractor (DAC).

Form and chair a Test Planning Group (TPG) to oversee and administer the A&S Domain test effort.

Designate a Test Director for the A&S Domain.

Approve test related documentation (plans, procedures, results, and reports).

Participate in the evaluation of all test articles.

Ensure that the products delivered to the Enterprise meets agreed upon entry and exit criteria.

Support JSIMS DT&E and OT&E IAW AFI 99-101 and AFI OT&E 99-102.

Conduct A&S Domain verification activities and provide applicable verification reports.

Support integration and testing of JSIMS through the System Integration and Test (SIT) WIPT (JOOP Phases 13.5 - 15) with an agreed upon amount of resources.

Develop the NASM Integrated Test Strategy (NITS).



AFAMS responsibilities:

Approve validation related documentation (plans, procedures, results, and reports).

Coordinate the determination of the acceptability criteria for A&S Domain validation effort.

Coordinate the identification, assignment and scheduling of SMEs to support the requirements and validation of A&S Domain products (both USAF and Intelligence: XOIIA, NAIC, DIA).



A&S Development Agent Contractor (DAC) responsibilities:

Provide a Contractor Test Director.

Assist in the development of the A&S Domain V&V Plan.

Develop the NITS test procedures, including verification procedures.

Assist in the conduct of all testing activities involving A&S products, including V&V.

Assist in the development of the A&S Domain V&V Reports.

Support the JSIMS system integration and testing activities.

Support the JSIMS DT&E, OT&E, V&V, Technical Demonstrations, Collaborative Event (CE) and Operational Assessment (OA) activities.



2.1.2	Schedule and Milestones

The A&S and JSIMS development cycles must be taken into consideration while planning and scheduling V&V activities.  Verification activities should be integrated into the system software development and testing processes.  In particular, verification and validation data must be gathered continuously over time, as milestones are achieved, coordination points reached and resources become available.  The relationship between the A&S and JSIMS development schedules, A&S and JSIMS test activities and the maturity of A&S V&V data is illustrated in Figure 2-2, which summarizes the overall objectives for the testing and related activities that lead to IOC.  For further information on the scheduling of testing activities associated with specific build/version planning, see the pertinent A&S and JSIMS Build Plan documentation and the related JSIMS Collaborative Event (CE) planning documentation in Appendix A.  A&S Domain V&V activities will be integrated with other testing activity to the greatest extent possible through participation and coordination at the Enterprise level System Test and Integration and V&V Working Integrated Product Teams (WIPTs) and the Collaborative Events Planning Workshops (CEPWs).
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Figure 2-2. JSIMS Build Objectives Leading to IOC



2.2	Technical Approach to A&S Domain V&V

This section defines the overall methodology for conducting the selected A&S Domain V&V activities.  This program of activity is designed to be sufficient, when executed, to allow the A&S Domain to meet its mission responsibility as an M&S tool for the JSIMS Enterprise.



Figure 2-3 indicates the step-wise process by which this V&V plan is defined in accordance with the previously developed strategies.  This plan, together with its appendices and references, contains the planned execution of the V&V portion of this process. 

�

Figure 2-3.  Overall Process Model for Conducting A&S Domain V&V Activities



Each of the V&V activities, for each Build/Version, selected for execution will be described in greater detail (in applicable appendices) and be subject to an eight-step evaluation and reporting process that will address each of the following items:



1.  Name:	Identification of the specific V&V activity.



2.  UUT: 	Identification of the system configuration, or the specific part (component), to be evaluated.  The UUT will be described so that it can be discriminated from other parts of the system.  This identification will include identifying UUT characteristics and the rationale for each UUT selection.



3.  Process:	Identification of each sub-activity that will be performed during this activity.  (i.e., measure, dimensions, .....).



4.  Criteria: 	Identification of proposed test measures by which the UUT is determined to be acceptable.  These test measures will include the rationale (how the value of criterion is obtained) and justification of the criteria.



5.  Product:	Identification of each significant data product generated from the V&V activity:

		•  Technical Reports

		•  Memoranda for Record

		•  Database

		•  V&V Report

•  etc. .......

		Auditable, residual information.



6. V&V Agents: 	Identification of the lead organization or institution responsible for executing the V&V activity.  This also includes identification/coordination of participating agencies and identification of roles and relationships between the V&V activity participants.



7.  Resources: 	Identification of other resources such as:

		•  Labor

		•  Technical data

		•  Computational assets

		•  Subject Matter Experts



8.	Schedule:  	Identification of duration, start and stop dates, and illustration of relationships (links) to other activities.  This schedule will include constraints that affect execution of the prospective schedule.



The A&S UUT Activity Summary Crosswalk Matrix (see Table 2-1) provides a top-level view of the V&V activities that will be conducted during execution of this plan.  Areas of the matrix which are not plausible as a possible candidate activity have been shaded. For example, it is impractical to apply a V&V assessment technique like software testing (sensitivity, performance, or functional tests) to a documentation UUT. An “X” mark within a cell indicates the minimum set of activity types considered necessary and sufficient for A&S certification and accreditation. The objectives of this process are to: (1) preserve traceability of accreditation requirements; (2) respect the practical constraints of limited resources and time; and (3) facilitate execution of the V&V activities. Detailed definitions for the UUTs are provided in Appendix F.  Detailed definitions for verification and validation activities are provided in Sections 2.7.2 and 2.8.2, respectively.





�Table 2-1.  A&S UUT - V&V Activity Summary Crosswalk Matrix
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The eight-step evaluation process results will be summarized in formal, interim A&S Domain Verification Reports and Validation Reports for each executed V&V activity.  These interim reports will be disseminated to the JSIMS community within 60 days of V&V task completion and will also be summarized in final JSIMS Verification and Validation Reports.  These reports will further be provided to JWFC, the EAs/DAs, and other government agencies as inputs for their independent accreditation reports.  These interim and final V&V reports will, in turn, be utilized by the various test resource and M&S accreditation authorities to support their independent accreditation findings and accreditation decisions. A&S Domain V&V report flow is illustrated in Figure 2-4.
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Figure 2-4.  A&S Domain V&V Products



The A&S Domain and Cross-Domain V&V approach will consist of a generic evaluation process.  The process by which these components will be evaluated are expressed in a general manner so that it may be applied to a myriad of evaluation purposes.  This evaluation process will address the following issues:



	1.	Identify and describe the specific A&S and/or Cross-Domain element which is being evaluated i.e., the Unit-Under-Test (UUT).

	2.	Identify and document the comparison reference material.

	3.	Identify and document the performance evaluation standard.

Describe the product of the evaluation (i.e., accreditation data requirements).

An example of this generic UUT evaluation process is presented in Figure 2-5. 
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Figure 2-5.  UUT in the V&V Process

		

		Based upon these considerations, the A&S Domain will develop a comprehensive V&V Evaluation Matrix combining V&V activities with other related testing activities. The Evaluation Matrix will also identify the major A&S Domain and Cross-Domain validation units to be tested, including: documentation, system software, system hardware, interfaces, MSOs (i.e., CRTs, Blue and Foreign Representation/Threat MSOs), data, data analysis tools and system capabilities. 

		The overall A&S Domain V&V effort will comprise the activities and processes used to iteratively assess A&S accuracy and credibility as an M&S tool for CINCs, components, Joint Task Force (JTF) commanders and staffs, and Services to support training, mission planning and analysis, mission rehearsal, doctrine development, and education.  V&V will be performed by the A&S Domain across the levels and will culminate at system VV&A.  Continuous V&V will be performed across the requirements driven, evolutionary build life cycle of JSIMS, as illustrated in Figure 2-6.
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Figure 2-6.  The V&V Process  in the JSIMS Build Cycle



2.2.1    Pre-JSIMS Integration Verification

A&S product verification prior to JSIMS integration will confirm all data inputs, logic, calculations, and engineering representations accurately portray the characteristics and interactions of the UUT.  Selected verification activities will also support other potential users to determine A&S products accurately represents the developer’s conceptual description and specifications. Two important concepts are central to the methodology being applied to the A&S Domain verification process: 1) minimal duplication of effort and 2) DA participation in the testing activities.  Verification performed during one phase should not be repeated in subsequent phases unless the original activity was performed using stubs and/or drivers.  In support of this effort, it is essential verification results are recorded.  

The A&S verification planning process will include an analysis and determination of which verification methods are the most cost effective and which will build the most confidence in the structural integrity of the M&S training resource.  This verification effort will also evaluate the extent to which the A&S Domain has been developed using sound, standard software engineering techniques.  

The following methods will be used to verify requirements compliance at all levels of testing.  

Demonstration:  The operation of the system, or a part of the system, that relies on observable functional operation not requiring the use of instrumentation or special test equipment.  An example is the demonstration of the computer screen function.  In addition, during a demonstration, data may be collected that is later used in the performance of an analysis.

Test:  The operation of the system, or a part of the system, using instrumentation or other special test equipment to collect data for later analysis.  For example, a requirement to provide a specific frequency might require the use of a Frequency Spectrum Analyzer (FSA) to verify compliance.

Analysis:  The processing of accumulated data obtained from other qualification methods.  Examples are reduction, interpolation, or extrapolation of test results.  This is often combined with demonstration or test, where a specific function is executed and supporting data is captured and later analyzed to fully verify compliance with the stated requirement.

Inspection:  The visual examination of system components, documentation, etc.  This includes the inspection of the software design and/or code to insure that the system is designed and/or coded in accordance with Object Oriented (OO) methodologies or the inspection of the software code to verify compliance with the specified coding standards.



In most instances only one method is associated with the verification of a specific requirement, however, more than one method may be applied.  For example, a requirement to restore a database within one hour requires not only that the restoration be performed within one hour clock time (test), but also that the characteristics and structure of the database, as well as, the restored data be analyzed to ensure that the restored database matches the database at the time the backup was performed (analysis).

The two main components of the A&S Domain verification process will be logic verification and code verification.

The logic verification review process assures the test resource and M&S algorithms correctly represent the intended processes in relation to the requirements and specifications.  The primary objective of verification activities proposed will be to ensure the logical development and related documentation of the A&S Domain.  For example, the assumption that certain events are independent is an area of concern under logic verification.  Another item of review may be the comparison of the pseudo-code logic with the requirements and then with the implementation of the actual code.  Performing logic verification early in the life cycle of A&S Domain makes it possible to detect and correct errors in design prior to actual coding.  Logic verification activities will include those listed in Appendix E, such as Design Walk-throughs and Requirements Traces.	

Code verification is a rigorous audit of all source code to ensure that the representations of verified logic have been properly implemented. The primary objectives will be to ensure A&S Domain software accurately reflects the designer’s conceptual models, that the code faithfully mirrors the design algorithms and that no errors occur, such as division by zero.  Ensuring the stability of mathematical properties in a specific computer hardware/software environment is an example of code verification. Code verification activities include those listed in Appendix E, such as code evaluation; dimensional analysis; peer review; portability assessment; equation and algorithm checks; automated code assessments; software testing (functionality testing, performance testing, stress testing of system artifacts, sensitivity testing); and design evaluation with specified hardware. 

The established JSIMS Build Coordination Points (CPs) will serve as benchmarks for assessing progress on verification activities as shown below. 



Coordination Point 0: complete the verification and tracing of A&S Domain and Cross-Domain Interaction requirements. This will be accomplished prior to CP 0 by the A&S DA and DAC and traceability will be recorded in the Requirements Traceability Matrix (RTM) and the Software Development Folders (SDFs).

	The Approving Organization (AO) will be AFAMS.

Coordination Point 1 (JOOP Phase 1): complete the verification of A&S Domain specific software Use Cases, scenarios, GUIs, Category Diagrams, and Category Interaction Diagrams. This will be accomplished prior to CP 1 by the A&S DA and DAC via Peer Review and traceability will be recorded in the RTM and the SDFs.  

	The AO will be the A&S DA.

Coordination Point 2 (JOOP Phases 2-6): complete the verification of A&S Domain specific software Object Oriented Analysis (OOA) processes, Category Class, Class Centric Class Diagrams, Class Specifications, Class Behaviors, and Category Interaction Diagrams. This will be accomplished prior to CP 2 by the A&S DA and DAC via Peer Review and traceability will be recorded in the RTM and the SDFs.

	The AO will be the A&S DA.

Coordination Point 3 (JOOP Phases 7-9): complete the verification of A&S Domain specific software Object Oriented Design (OOD) processes, Interactions, Process and Processor State Transition Diagrams, updated Class Specifications and Interaction Diagrams, and exception propagation. This will be accomplished prior to CP 3 by the A&S DA and DAC via Peer Review and traceability will be recorded in the RTM and the SDFs.

	The AO will be the A&S DA.

Coordination Point 4 (JOOP Phases 10-11), Development Readiness Milestione (DRM): complete the verification of A&S Domain OOD Language Dependent Representation (PDL) and method design. This will be accomplished prior to CP 4 by the A&S DA and DAC via Peer Review and traceability will be recorded in the RTM and the SDFs.

	The Approving Organization (AO) will be the A&S DA.

Coordination Point 5 (JOOP Phases 12-13.4): complete the verification of A&S Domain Class Methods, Test Strategy, Test Drivers, Tests, Category Test Strategies, Drivers and Intra-/Inter- Category Tests. This will be accomplished prior to CP 5 by the A&S DA and DAC via Peer Review and traceability will be recorded in the RTM and the SDFs.

	The AO will be the A&S DA.



	The JSIMS Enterprise has published data collection forms, such as a Peer Review Checklist (QAC-G01), Coding Standards (QAC-L07-L09), a Test Readiness Milestone Checklist (QAC-M04), a Unit Test Checklist (QAC-L10), a Test Witnessing Checklist (QAC-L12), and an Integration Readiness Milestone Checklist (QAC-M03) that can be used during this process.

It should be noted and emphasized that the verification activities discussed above will not be performed necessarily as a stand alone process; but will be integrated into the full range of design, development and testing activities relating to the A&S Domain and the JSIMS programs in accordance with the NASM Integrated Test Strategy (NITS).  In this way, efficient use of resources and schedule time will be maximized.  For each verification activity executed, the Verification Agent will develop a more detailed definition of the evaluation activity similar in format to a Detailed Test Plan or Test Procedure.



2.2.1.1 Mission Space Objects (MSOs). The A&S Domain MSOs verified using the methodology summarized above include all those assigned to the A&S Domain as listed in the current JBASS, JBIS and JCMMS.  These include both USAF and Foreign Representation objects and their Common Representation Templates (CRTs). These MSOs will be developed incrementally by Build/Version and, therefore, will be verified incrementally.



2.2.1.2 MSO/CI Integration.  The A&S MSO and JSIMS Core Infrastructure (CI) integration will be verified.  This verification process will be conducted over the NASM Net and will consist of various functionality tests that establish that the A&S MSOs can properly publish and subscribe the requisite attributes using the JSIMS CI elements.  Specific MSO/CI integration verification tests will be detailed in the A&S test procedures to be developed by the DAC and included as an appendix to this plan. This verification activity will be performed by the A&S DAC.



 2.2.1.3  Other  

Are there other elements that are being developed SOLELY by the A&S Developer that will require verification ?? Documentation ? Core Infrastructure items, Life Cycle Applications, etc. (will we need to verify that the A&S MSOs integrate properly with the COI) ? Audits of the configuration management, system security processes and personnel training products ?



2.2.1.4  Domain Verification Criteria  (TBD by the A&S Development Agent, the NASM PO)



2.2.1.5 Verification Reporting. A&S Domain requirements and associated data are maintained in the JSIMS Requirements Traceability Matrix (RTM), a relational database tool.  This RTM contains the requirements text and traceability to the eleven source documents, which include selected Technical Requirements Documents (TRDs), Functional Requirements Documents (FRDs), Operational Requirements Documents (ORDs), SSSs, and white papers from the Service and Intelligence Communities and from JSIMS.  These requirements have been analyzed and separated into two groups: system requirements and detailed requirements.  System requirements have been consolidated and incorporated into the JSIMS SSS, organized by the attribute structure developed for the Joint Universal Capabilities List (JUCL).  (What about the detailed requirements?) In addition, the RTM contains all derived requirements and the traceability from the derived requirements to their sources.  The JSIMS RTM also contains the allocation of requirements to FCCs, to builds and versions, to hardware and software Configuration Items, to domains (JMSRR, CI, and MSO), and to the DAs and IPTs responsible for detailed design and development.  For further discussion of this aspect of requirement management refer to the JSIMS SSS, SDP, and SEMP.

 The A&S Domain will use the RTM to record verification activities as the pieces of the system are systematically integrated.  The JSIMS Requirements Verification Traceability Matrix (RVTM) provides a view of the requirements verification activities maintained in RTM.  The RVTM is published as an appendix to the System Test Document (STD) and System Test Report (STR) for each build or version of JSIMS.  To support verification activities, the A&S Domain's contribution to the RTM will contain a minimum of:

a.  Traceability from software requirements to the test cases that support their verification.

b.  Date the test case was executed.

c.  Status of the verification activity - Passed, Conditional, or Failed.  A status of Conditional indicates that the test passed, but that stubs or drivers were utilized during the verification activity.

The A&S Domain contributions to the JSIMS RVTM data will be maintained by the organization responsible for performing the verification, normally the A&S DAC.  The SIT WIPT will maintain data for SSS requirements verification.  Verification data for the detailed requirements and the derived requirements will be maintained by the DAs, IPTs and the SIT WIPT.

	All of the verification activities that are performed by the A&S Domain will be synopsized and reported to the JSIMS VV&A Working Group using the DMSO VV&A Recommended Practice Guide (RPG) "Verification and Validation Report" format (reference Table 6-4 of the RPG).  These reports will be prepared by A&S DA for each Build coincident with the various CPs mentioned above in paragraph 2.2.1.



2.2.2  Post-JSIMS Integration Verification

During JOOP Phase 15, System Test, formal qualification testing is performed based on the JSIMS SSS requirements applicable to each Functional Capability.  In addition, the performance and external interface requirements are formally verified if sufficient resources are available to support testing.  Testing prior to this phase concentrates on individual design elements and requirements verification, while system testing verifies the system as a whole complies with the system requirements.  For this post integration period, all test plans and procedures are documented in the Build or Version System Test Document.  Results are documented in the System Test Folders (STFs), the Build or Version System Test Report, and System Problem Reports (SPRs).  Problems detected during Phase 15 are documented in SPRs and dispositioned prior to completion of Phase 15 testing.  The success or failure of system verification activities is documented in the RVTM to include identification of the applicable test cases and the date testing was conducted.

By the end of Phase 15 all requirements and design elements will be verified, if sufficient resources are available to support the above testing activities.  This includes all system level requirements contained in the SSS, detailed requirements from DA source documents, and all requirements that were derived from these two sets.  In the event that sufficient resources are not available and some requirements are not verified or are verified using stubs, then those requirements will require final verification when the resources become available or when the system is installed in a facility having the required resources.

All problems detected during testing are documented in SPRs and assigned to the appropriate organization for resolution.  Following resolution, the applicable software is re-tested and the appropriate regression testing is performed.  Problem resolution is discussed in more detail in the JSIMS STP.  A&S Domain problem tracking prior to Phase 13.5 will be performed utilizing A&S DAC software, facilities, and processes. At the beginning of Phase 13.5, the I&DC will track problems in accordance with the JSIMS Quality Assurance Plan (QAP).

The JSIMS STP addresses the entry and exit criteria and the joint verification activities performed during Build Integration and Test (Phase 14), and System Test (Phase 15).  Please refer to the SDP and the PDD for details pertaining to developmental testing performed prior to Phase 14.

The A&S DA and DAC will support the I&DC during this post-integration verification activity to the extent permitted by available resources.



2.2.3	Pre-JSIMS Integration Validation

A&S Domain component validation prior to JSIMS integration will confirm the processes and outputs from the M&S training resource adequately reflect real world processes and are realistically sensitive to changes in the environment, tactical situation, system design, tactics, and threat for their intended JSIMS use. Selected A&S Domain Validation activities will also support other potential users in their determination of the extent to which it accurately represents the intended real world phenomena from the perspective of its intended use.  The A&S Domain and Cross-Domain validation efforts will contain two main components: structural validation and output validation.  Since V&V are complementary processes, some results from the tests used in the verification efforts will also be used as input to the validation process.  Again, ultimately, the combined purpose of V&V is to provide a foundation for the accreditation process.  

	The two main components of the A&S Domain validation activity, structural validation and output validation, will follow standard DoD and USAF V&V practices, which are summarized below. Figure 2-8 provides an overview of these components of validation. 

	The JSIMS Enterprise has also published data collection forms that can be used during this process, such as a Peer Review Checklist (QAC-G01), Coding Standards (QAC-L07-L09), a Test Readiness Milestone Checklist (QAC-M04), a Unit Test Checklist (QAC-L10), a Test Witnessing Checklist (QAC-L12), and an Integration Readiness Milestone Checklist (QAC-M03) .
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Figure 2-8.  Components of Validation for A&S Domain



Structural validation of the A&S Domain, or conceptual model validation, will focus on the internal portion of the simulation including an examination of the assumptions (as published in the JBASS and JCMMS) and review of the algorithms (code validation) employed in light of the simulation’s intended use (i.e., the Build/Version, Use Cases, etc.).  The first step in each Build is to validate the conceptual model and the Use Cases generated in Phase 2 of the JSIMS Object Oriented Process (JOOP).  During Phase 2 of the JOOP, software analysts generate Use Cases and scenarios, which reflect their interpretation of the processes to be modeled.  These Use Cases and scenarios require validation.

A&S Domain output validation will focus on how well the simulation results compare with the perceived real world, or expected results.  The primary method will be to subject the results to “face validation”.  This method will use validation, or acceptability, criteria established by the USAF and NAIC.  Face validation addresses whether performance of the M&S is determined reasonable by USAF/NAIC SMEs for its perceived implementation or use, usually a point of departure to determine courses of action for a comprehensive validation.  Categories for output validation are benchmarking, sensitivity analysis, and test/field comparisons.  Output validation will be performed by the A&S Domain validation agents beginning with the Build 3 products developed by the A&S Domain and other DAs for Cross-Domain Interactions (XDI).

Validation of A&S Domain MSOs is strictly the responsibility and purview of the USAF.  This means that only the USAF and NAIC can establish the validation criteria (i.e., acceptability); and only USAF/NAIC-approved SMEs can perform the validation process. 

The detailed elements to be validated and the associated methodology to be employed are discussed in Appendix F.



2.2.3.1 Conceptual Model of the Mission Space (CMMS) Validation. The A&S Domain CMMS Formalized Data Products (FDPs) are validated by USAF personnel to assure they are an accurate representation of the real world with respect to their intended use.  The validation of the CMMS is done in two phases, domain and cross-domain, for each Build.  In the first phase, domain validation, each domain validates its own products. The second phase, cross-domain interaction (XDI) validation, each domain validates the interactions between its and other domains conceptual models. The following procedures are followed for A&S Domain CMMS validation:

A&S Domain products are produced by DAC knowledge agents (KA), working under the auspices of the A&S DA.   

When products are completed for a given build, the DAC informs AFAMS and posts the FDP products to the JCMMS Repository (the interim repository is currently the Land FDB). 

AFAMS then notifies A&S SMEs that new products have been posted and are ready for validation.

AFAMS assigns a lead SME(s) to review the products and notifies JWFC whom will be the lead SME on a particular project. 

The SMEs are then given approximately 30 days to review the products and provide feedback to the authors.  The lead SME, identified to JWFC, is the only individual allowed to make official FDP comments. Other SMEs may comment, however, the author may choose to ignore unofficial comments. During the 30-day period, the author and AFAMS monitors the comments, with the author responding through comments posted on the JSIMS Repository (FDB) and updating the FDP as required.  AFAMS provides resolution of any comments that may arise.

At the end of the 30-day period, if no comments remain, the document is validated for that build by the lead SME.  If unresolved comments exist, AFAMS will arbitrate a solution, direct the resulting changes be made, and validate the FDP with recommended changes.



The following procedures are followed for XDI CMMS validation:

The FDP products undergo an integration phase where all DAs review their products with other DAs and verify that the interfaces, XDIs agree; at the end of the integration, the DA representatives certify XDIs for consistency.   

Once the products are integrated for a given Build, the A&S DAC informs AFAMS, and posts the FDP products to the JSIMS Repository. 

JWFC then notifies all domains and the CINC POCs for the Joint domain that new products have been posted and are ready for validation.

The individual domains and CINC POCs appoint SME(s) from their organizations to review the products and notify JWFC of the names of the lead SMEs.  For XDI validation, it is not mandatory that all products be reviewed by all domains; instead, domains or CINC POCs, working within their own constraints, should elect to review those products that are of direct interest.

The A&S Domain SMEs are then given approximately 45 days to review the products and provide feedback to the authors.  During the 45-day period, the author, or designated domain POC, and the JWFC JCMMS Team monitor the comments, with the author responding by posting comments to the JSIMS Interim Repository (FDB) and updating the FDP as required.  The JWFC JCMMS Team provides comment resolution.

Thirty-eight days after posting, each domain will report unresolved issues to JWFC.  JWFC will schedule a conflict resolution meeting of the VV&A Group.

At the end of the 45-day period, if no comments remain, the JWFC JCMMS Team validates the document for that Build, acting as validation surrogates for the Enterprise.

At the end of 45 days, unresolved issues will be brought forward to the VV&A Group Conflict Resolution meeting.  If conflicts cannot be resolved at this level, they will be taken before the Executive Council of the JRCB for adjudication.

Each domain will submit a written overall assessment of its validation of a Build at the completion of or 90 days after the start of that build’s validation, whichever is earlier.



Appendix K to the JSIMS VV&A Plan provides a matrix of UUTs for each Build.  The matrix consists of columns for meta-data IDs, individual FDP product IDs, Description, Domain and Cross-Domain validation status.



For both the domain level and cross-domain level validation, the same basic methods are used for validation:

Document Reviews

Walkthroughs

Interactive Consensus

Information and Data Sources Employed:

USAF Doctrinal Publications

USMTF Electronic Documentation System

USAF Subject Matter Experts

Validation agents are SMEs designated by each domain EA and may vary from product to product and between domain and cross-domain validation.  For cross-domain validation, the domain VV&A representative is responsible for informing JWFC of its lead SME for each product, and JWFC is responsible informing the other domains of the reviewing SMEs. The validation agents for each domain and cross-domain validation are recorded on the FDP metadata and on the validation records in Appendix K of the JSIMS VV&A Plan. The validating agents require Internet access and access to the JSIMS Interim Repository (FDB).  The JSIMS Interim Repository is the primary resource that supports this activity.



Table 2-2.  JCMMS Validation Schedule

�A&S Domain Validation�Cross-Domain Validation��Builds�Start Date�End Date�Start Date�End Date��Build 1��Completed

8/26/98����Build 2��Completed

8/26/98����Build 3��Estimate to complete

12/31/98����

2.2.3.2 A&S Domain Mission Space Objects (MSOs). The A&S Domain MSOs to be validated using the methodology summarized above include all those assigned to the A&S Domain as listed in the current JBASS and JCMMS.  These include both USAF and Foreign Representation/Threat objects and the Common Representation Templates (CRTs) and Civilian Environment (CE) entities that are being produced by the A&S Domain DA. These MSOs will be developed incrementally by Build/Version and, therefore, will be validated, if possible, incrementally.  However, if the software continues to change from one build to the next, it may be necessary to perform the majority of validation at Build 3.  As can be seen in Appendix F, the validation process for the A&S Domain MSOs for each Build/Version begins with the validation of the requirements and continues through the development of the A&S JBASS and A&S CMMS, through the design and development of the actual MSOs and integration with the other JSIMS MSOs. 



2.2.3.3	Cross-Domain Interaction (XDI). The XDIs to be validated using the methodology summarized above include all those MSOs selected by the USAF, NAIC and the A&S Development Agent as having potential cross-domain interaction during each Build/Version. These will consist of all MSOs, including the Synthetic Natural Environment (SNE), developed by other Domain DAs that will interact with A&S Domain MSOs. As can be seen in Appendix F of this document, the XDI validation process begins with the validation of the requirements and continues through the development of the JBASS and the CMMS, through the design and development of the actual MSOs and integration with the other JSIMS MSOs. The specific XDIs that may need to be validated by the A&S Domain are identified in the XDI FDPs of the JCMMS, developed by the DACs.  These XDI FDPs and the XDI class tests can be obtained through the JSIMS web site.



2.2.3.4 Domain Validation Criteria (TBD by the USAF and NAIC). 

The domain validation criteria for A&S will be a set of standards that a particular model and simulation must meet to be accredited for a given use (i.e., Build/Version). These A&S product criteria will be established, defined and approved by the USAF and NAIC for each Build/Version based upon accreditation requirements. Acceptability criteria will define the fidelity, realism, emulation, and objectivity and how these criteria will be assessed.  Section 4 of the JSIMS V&V Plan addresses the JSIMS Enterprise acceptability criteria.



2.2.4 Post-JSIMS Validation

The A&S Domain will provide appropriate (i.e., USAF and DA) resources to support the validation effort outlined in the JSIMS V&V Plan.  Note that there is no scheduled formal (i.e., service) validation of A&S models and/or XDIs by the USAF until Build 3, due to the evolutionary nature of the models being produced and the limitation of available resources. The specific validation activities, schedule and resource requirements are provided in the JSIMS V&V Plan and in Appendix G to this Plan.  This A&S Domain V&V Plan is provided as an Appendix to the JSIMS V&V Plan. 



2.3 Resource Requirements

Below is a Table showing the estimated resource requirements anticipated to support the A&S V&V and JSIMS V&V efforts for Build 1.

�

Table 2-3. Build 1 Resource Requirements

SAMPLE ONLY								SAMPLE ONLY

Contractor Personnel	Number      Verification Activity	 Resource Requirements    

DA Test Director	1		Design Walk-through		none

DAC Test Director	1							

DAC Software Engineer	3		

____________________________________________________________________________________________ DA Test Director	1		Code Walk-through		none

DAC Test Director	1					

DAC Software Engineer	3						

____________________________________________________________________________________________ DA Test Director	1		Functional Testing		none

DAC Test Director	1					

DAC Software Engineer	3						Development Station

____________________________________________________________________________________________ 

USAF Personnel		Number       Validation Activity*	Resource Requirements

J3 Staff experience (JFACC)	1		A&S JBASS Review		none

		NOTE: this activity has been completed for Builds 1 and 2

____________________________________________________________________________________________

J3 Staff experience (JFACC)	1		JCMMS FDP Review			none

		NOTE: this activity has been completed for Builds 1 and 2

____________________________________________________________________________________________

J3 Staff experience	1		Use Case Validation		none

____________________________________________________________________________________________

Pilot SME	1		CRT Validation			none	

____________________________________________________________________________________________

Pilot SME	1		MSO Validation			system hardware	

								Core Infrastructure (CI)

								SNE, XDI models, data									collection/analysis tools

*Pre-JSIMS Integration validation only



SAMPLE ONLY								SAMPLE ONLY	

(insert Resource Table here that identifies the number and type of personnel and their skill levels required to support the A&S and JSIMS V&V efforts for EACH Build/Version, also include any special hardware, software and test tools in this table.  For Verification activities, the resources will be the same as those that will be used to conduct other software test activities; those resources to be employed for validation activities need to be identified by the USAF and NAIC)



�



The following is an adapted copy of Table 5-4-A: NASM Test Resource Summary, from the JSIMS TEMP.



For JSIMS System Test Build 1 and Build 2



Test  Events�B1 ST�B1 DEMO�B2 ST�B2 CE ��NASM SW Configuration�NASM B1 Domain Configuration�NASM B1 Domain Configuration�NASM B2 

Domain Configuration�NASM B2 

Domain Configuration��Unique Equip.�TBD�TBD�TBD�TBD��GFE�TBD�TBD�TBD�TBD��NASM Document�B1 NASM Specific Folder�B1 NASM 

Specific Folder�B2 NASM 

Specific Folder�B2 NASM Specific Folder��Support personnel�TBD�TBD�TBD�TBD��Dates�6/7/99 – 6/18/99�7/9/99 – 7/15/99 

1 week�11/19/99 – 1/18/2000�3/8/00 – 3/28/00

3 weeks��Location�JIF Test Bed B

JIIF, CUBE�Site 1: JTASC

CUBE�JIF Test Bed C

JIIF, CUBE�Site 1: JTASC

JWFC, CUBE��

�

3.0 Reporting of V&V Results

All of the V&V activities performed by the A&S Domain will be synopsized in a report to the JSIMS VV&A Working Group and to the EA using the DMSO VV&A Recommended Practice Guide (RPG) "Verification and Validation Report" format (reference Table 6-4 of the RPG). By using a common format, they will be more easily accessible and understandable across the JSIMS Enterprise all of DoD.  These reports will be prepared by  ???? for each Build coincident with the various CPs mentioned above in paragraph 2.2.1. A&S Domain V&V Reports will be stored by AFAMS and ultimately submitted to the JSIMS SIT WIPT and VV&A WG for disposition. The JSIMS MSRR (JMSRR) will be used to archive all reports relevant to JSIMS and will also be accessible to the JSIMS community of interest.  A diagram graphically depicting this process for VV&A reporting, including applicable elements of the A&S Domain is shown in Figure 3-1.
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Figure 3-1.  A&S Domain V&V Reporting





4.0 Status of A&S V&V Activities

The status of the planned, on-going and completed A&S V&V activities will be posted on the AFAMS web site for coordination purposes.  It should be noted and emphasized that some of the verification and validation of A&S products has already occurred and/or is currently on-going (e.g., the A&S JBASS, Builds 1, 2 and 3 CMMS FDPs).

�

SUMMARY

		The proposed overall VV&A strategy and plan for A&S Domain has been presented in this document. It should be noted that the intent of this document is to serve as a baseline for detailed VV&A planning and initial activity execution. All A&S V&V activities will be coordinated and integrated with related internal and external test and evaluation activities, such as DT&E, OT&E, BIT, System Test, SERRTs, CEs, OAs and JSIMS V&V. Follow-on VV&A planning and discussions among the participants will continue to occur throughout the execution of the V&V process.  As such, this document will continue to be updated as the A&S and JSIMS V&V requirements evolve.

		

Roles & Responsibilities for the Air & Space Domain



Activity:	 AFAMS	ESC/AVM	NAIC	DAC 	PEOBM 

			    (EA)	       (DA)				  

-----------------------------------------------------------------------------------------------------------------------------------



Verification	Responsible	Performs	---------	Performs	----------



Validation	Responsible	Assists	Performs	Assists	----------



V&V Plan	Responsible	Develops	Assists	Assists	----------



V&V Reporting	Performs	Performs	Performs	Performs	 Uses



Accreditation Plan	Develops	Assists	Develops	Assists	Responsible



Accreditation Report	 Develops	Assists	Develops	Assists	Responsible
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Appendix C: Points of Contact



Name	Email	Telephone	Domain	Organization

"Baltrus, Dan"	BaltrusD@jwfc.js.mil	(757)726-6217	Joint	CAI JWFC

"Bernstein, Richard"	rbernste@msis.dmso.mil	(202)231-8934			DMSO

"Boswell, Boz"	boswellj@wg.hanscom.af.mil	(904)897-6824	A&S	PTI - ESC/AVMW 

 “Brunn, Mark”		(937) 257-3255	A&S	NAIC

"Burmester, George"	george_burmester@jsims.com		Joint	SIT WIPT

"Buster, Perry"	plbuster@hacemx.hac.com	(703)757-1454	A&S	Hughs VV&A

"Driscoll, Paul"	driscoll@wg.hanscom.af.mil	(781) 377-3990	A&S	PTI - ESC/AVM

"Dryer, John"	johnedr@erols.com	703-808-6533	A&S	NATSIM NRO

"Engstrom, Russ"	Engstrom@jwfc.js.mil	(757)726-6125	Joint	CAI JWFC

"Filanowicz, Bo"	FilanowI@jwfc.js.mil	(757)726-4259	Joint	Mitre JWFC

"Hartline, Rick"	HartlinR@jwfc.js.mil	(757)726-6228	Joint	CAI JWFC

 “Krieger, Cliff”	CKrieger@nasmnet.com	(978) 475-9090	A&S	DRC

“Lanzano, Deane"	deane_lanzano@jsims.com	(407)384-2909 x521	Joint	TRW - VV&A

"Liby, Gus"	libyg@jsims.mil	(407)384-5501	Joint	JPO

"McKenna, R.J."	mckenna.rj@afams.af.mil	(407)208-5761  DSN: 970	A&S	AFAMS

"Marchand, Ernie”	ernie.marchand@worldnet.att.net		A&S	Raytheon

“Miller, Ray"	millerray@af.pentagon.mil	8-763-5341 x102	A&S	VV&A Plan

"Moninski, Tony"	moninska@thunder.safb.af.mil	(618)256-4107			AFCCC/MSR

"Morgan, Terri"	MorganT@jwfc.js.mil	(757)726-6188	Joint	JWFC

"Nguyen, Cu"	nguyenc@jsims.mil	(407) 384-5532	Joint	Product Assurance

"O'Brien, Larry"	lobrien@s1.drc.com	(508)475-9090	A&S	DRC

"Patton, Danie"	danie_patton@jsims.com	(407) 658-9760	Joint	TRW/DT&E	

 "Risner, Steve"	steve_risner@jsims.com	(407)384-2909 x534	Joint	JCMMS "Rolfing, Bob"	robert_rolfing@jsims.com	(407)384-2909 x520	Joint	

"Romano, Charles”	Charles Romano@cpmx.saic.com	(407) 207-2781	A&S	SAIC

“Sharpless, Joe"	sharplej@jwfc.js.mil	(757)726-6206			DIA		

"Siebold, Jim"	jsiebold@aegisrc.com	(407)380-5001	A&S	AEgis Research

"St. Romain, Paul"	paul_stromain@jsims.com	(407) 384-2909x726	Joint	System Test

"Stone, Jim"	jim_stone@jsims.com	(407)384-2909 x559	Joint	AEgis Research

 “Thompson, George"	afthoga@dia.osis.gov	(202)231-8370	A&S	EA POC 

"Tofalo, LCDR Joe"	TofaloJ@jwfc.js.mil	(757)726-6419	Joint	JWFC

"Youngblood, Simone"	smyoung@msis.dmso.mil	703-824-3436			DMSO
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���Appendix D: Units Under Test (UUTs)



Identify all UUT to be V&V by the A&S Domain, by Build/Version (Appendix K to the JSIMS V&V Plan provides a matrix of UUT for each build.  The matrix consists of columns for meta-data IDs, individual FDP product IDs, Description, Domain and Cross-Domain validation status)

�Appendix E: Verification Activities

Verification activities for the A&S Domain will be performed as part of the NASM Integrated Test Strategy (NITS). Figure E-1 illustrates the JSIMS verification process from the JSIMS STP. Following the joint system engineering activities performed in JOOP Phases 1-4, the software requirements are allocated by class and category to DAs and IPTs for design and implementation.  As illustrated in Figure E-1, following implementation the individual software classes are tested and the initial step-by-step integration and verification activities are performed by the individual DAs and IPTs in their own facilities in accordance with their own unique processes.  There may be some exchange of software classes and categories among the DAs and IPTs during this phase.
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Figure E-1. The JSIMS Verification Process



Two important concepts are central to the testing methodology being applied to JSIMS verification: 1) minimal duplication of effort and 2) DA participation in testing activities.  Verification performed during one phase should not be repeated in subsequent phases unless the original activity was performed using stubs and/or drivers.  In support of this effort, the A&S DA will record the results of their verification activities and submit reports to the Enterprise using the DMSO VV&A Report format. In addition, A&S will participate in the later (post-JSIMS integration) phases of verification since the A&S DAC will have the requisite expertise and knowledge to support verification of A&S products. The two main components of the A&S Domain verification process will be logic verification and code verification.

	Logic verification is a review process to assure that the test resource and M&S algorithms correctly represent the intended processes in relation to the requirements and specifications.  The primary objective for this set of verification activities proposed is to ensure the logical development and related documentation of the A&S Domain products.  For example, the assumption that certain events are independent is an area of concern under logic verification.  Another item of review may be the comparison of the pseudo-code logic with the implementation of the actual code.  Performing logic verification early in the life cycle of the A&S Domain and JSIMS makes it possible to detect and correct errors in design prior to actual coding.  Logic verification activities include design walk-throughs and requirements traces. 

Code verification is a rigorous audit of all source code to ensure that the representations of verified logic have been properly implemented in the computer code. The primary objectives for this proposed set of activities is to ensure A&S software accurately reflects the designer’s conceptual models, that the code faithfully mirrors the design algorithms and that no errors occur, such as division by zero.  Ensuring the stability of mathematical properties in a specific computer hardware/software environment is an example of code verification. Code verification activities include code evaluation; dimensional analysis; peer review; portability assessment; equation and algorithm checks; automated code assessments; software testing (functionality testing, performance testing, stress testing of system artifacts, sensitivity testing); and design evaluation with specified hardware.

The representative verification activities for A&S Domain described below are divided into the categories discussed in Section 2.2.1, and will be executed under the scope of this plan by populating the eight-step process defined in Section 2.2.  The execution of these activities will result in the generation of the products that will support test resource certification and A&S Domain and JSIMS accreditation. These verification activities are described in the detail required for an Outline Test Plan (OTP), and the resources necessary for their completion are estimated below.  For each verification activity executed, the responsible Verification Agent will develop a more detailed definition of the evaluation activity similar in format to a Detailed Test Plan or Test Procedure.

Of special note, M&S V&V and software V&V activities are also being conducted as part of independent development efforts of other DAs and their development contractors.  It is possible that, although these activities are executed outside the scope of this plan, the findings and results developed in those efforts may at some time be inherited, reviewed, and incorporated into the A&S and JSIMS program of activities. 

Figure E-2 illustrates the verification activities and associated requirements traceability as they are being applied to the JSIMS Program. The top row addresses the forward traceability of the A&S and JSIMS requirements from the source documents to the design elements.  Initially, all requirements were extracted from authoritative source documents.  The requirements were then analyzed and annotated as being system level requirements or detailed requirements with the system level requirements being published in the SSS.  All requirements, both system level and detailed, were then allocated to builds or versions for implementation.

The requirements applicable to each build or version, both system level and detailed, are analyzed to determine if they are of sufficient detail to permit system design and development.  If not, requirements are derived that are of sufficient detail to facilitate continued system design.

Further design activities define the software domains (JMSRR, CI, and MSO) and the design elements within each domain.  In addition, the interfaces between the software elements at the various levels of decomposition are defined.  At the completion of design, the software is implemented.

Class testing, JOOP Phase 12.4, is performed after software implementation.  Class testing verifies the design elements of each Class in a stand-alone environment.  Class testing will be performed by the A&S DA/DAC within the DAC facilities and may require the utilization stubs and test drivers.  Any design problems detected during this Phase will be documented in SPRs.

Phase 13 consists of intra-category and inter-category testing.  During intra-category testing, Phase 13.3, the classes are integrated into categories and the interfaces between the classes within a category are verified.  Inter-category testing, Phases 13.4 and 13.5, integrates the categories within domains (JMSRR, CI, and MSO) and verifies the interfaces between the categories.  During 13.4 integration of categories occurs within each individual DA and IPT.  During 13.5 the categories within the same domain are integrated across DAs and IPTs.

 Phase 13 testing utilizes Class and Category Interaction Diagrams (CIDs), the Use Cases and Scenarios (or equivalent design elements) for the development of test procedures.  Category testing will be performed by the A&S DA/DAC in the DAC facilities.  Problems detected during Phase 13 will be documented in SPRs and dispositioned prior to completion of Phase 13 testing.

During Class and Category testing all test procedures and test results, as well as test stubs and drivers, will be placed in the Software Development Folders (SDFs).  The success or failure of these verification activities will be documented in the RVTM to include identification of the applicable test cases and the date testing was conducted.  Summary reports of these activities will also be submitted to the JSIMS VV&A WG using the DMSO VV&A Report format.

Test results from category testing may be brought forward to higher levels of testing unless the Category testing is performed using stubs.  If any Category Test Cases are performed using stubs, then those test cases will be executed again without stubs when the stubbed software becomes available. Phase 14, Build Integration and Test (BIT), marks the beginning of independent testing (testing that is planned and managed by someone other than the developers, see the STP and STD for JSIMS and the JSIMS V&V Plan for post-JSIMS integration verification efforts).
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Figure E-2.  Requirements Traceability and Verification Process



	The JSIMS Enterprise has also published a Peer Review Checklist (QAC-G01), Coding Standards (QAC-L07-L09), a Test Readiness Milestone Checklist (QAC-M04), a Unit Test Checklist (QAC-L10), a Test Witnessing Checklist (QAC-L12), an Integration Readiness Milestone Checklist (QAC-M03) that can be used during this process; all, or some of which may be used or adapted by the A&S Domain during these activities.  Detailed verification test procedures will be developed in concert with other design and development test procedures when sufficient data is available.

JSIMS system and detailed requirements and associated data are maintained in the Master RTM.  The Master RTM contains the requirements text and traceability to the eleven source documents.  The set of source documents includes selected Technical Requirements Documents (TRDs), Functional Requirements Documents (FRDs), Operational Requirements Documents (ORDs), SSSs, and white papers from the Service and Intelligence Communities and from JSIMS.  These requirements from the original source documents were analyzed and separated into two groups: system requirements and detailed requirements.  System requirements were consolidated and incorporated into the JSIMS SSS, organized by the attribute structure developed for the Joint Universal Capabilities List (JUCL).  The detailed requirements were also organized by the JUCL attribute structures and have traceability to the system level requirements.  The Master RTM contains the allocation of requirements to FCCs, to builds and versions, to hardware and software Configuration Items, to domains (JMSRR, CI, and MSO), and to the DAs and IPTs responsible for detailed design and development.  In addition, each development organization such as NASM maintains a copy of the Master RTM to which they have added traceability to their derived requirement and design elements.  For further discussion of requirement management, refer to the JSIMS SSS, SDP, and SEMP.

These RTMs are also used to record verification activities as the pieces of the system are systematically integrated.  The Requirements Verification Traceability Matrix (RVTM) provides a view of the requirements verification activities maintained in the Master RTM.  The RVTM is published as an appendix to the System Test Document (STD) and System Test Report (STR) for each build or version of JSIMS.  To support verification activities, the RTMs will contain a minimum of:

Traceability from software requirements to the test cases that support their verification.

Date the test case was executed.

Status of the verification activity - Passed, Conditional, or Failed.  A status of Conditional indicates that the test passed, but that stubs or drivers were utilized during the verification activity.

The RVTM data will be maintained by the organization responsible for performing the verification.  The SIT WIPT will maintain data for SSS requirements verification.  Verification data for the detailed requirements and the derived requirements will be maintained by the DAs, IPTs, and the SIT WIPT. Figure E-2 illustrates the requirements traceability and verification activities as they are being applied to the JSIMS Program.  The following activities apply to all DAs employing the JOOP process.

The JOOP RTMs are unique databases that provide common requirements trace data and metrics in support of:



JOOP phase 1-4 analysis efforts, specifically those requiring software development incorporating cross-DA interactions (as delineated in Tech Note 10)

DAs developing software in accordance with the JOOP.



Creating: Each DA seeds their JOOP RTM from an “initial”, or “master” JOOP RTM, which contains updated System and Detailed requirements.  Each DA will maintain their JOOP RTM.  The initial JOOP RTM Master is not uniquely maintained, but rather is the seed from which the DA JOOP RTMs are extracted.



Maintenance: DAs are responsible for maintaining their JOOP RTMs, including the incorporation of JSIMS SPRs that affect program baseline requirements.  The “master” JOOP RTM may not be regenerated occasionally to provide SPR checkpoint data for DPs.



Reporting: Each DA will produce specific reports, which are provided to the AIT for publication to the web.  The AIT will also do collection processing to report appropriate statistics at an Enterprise level. The report format is Excel spreadsheet. Sample columns are shown in Figure 4 of Tech Note 11. The following report capability is required in one spreadsheet that can be sorted by different fields:



Trace of SSS requirement to detailed requirements to derived requirements, sorted by SSS ID.

A listing of all Use Cases per build (or all) with total numbers generated.

A listing of all Use Cases per build (or all) by DA with subtotal and total numbers generated.

A listing of all Use Case assignments to a Category, by Project, by Build, by DA.

A listing of all Category assignments by Project, by Build, by DA.



Cycles:  Updated reports are to be generated once a month by the DAs.  Non-merged reports are to be generated and posted to the web once a month by the AIT.

�



E.1  Design Walk-throughs (JOOP Phases 7 through 11)



E.1.1 Technical Approach

The Design Walkthrough is a verification activity that is performed to detect and document faults; it is not a performance appraisal of the development team.  Design Walkthroughs provide a method of uncovering flaws in the design and may uncover flaws in the statement of requirements or in the specifications.  During a Walkthrough, mismatches between expectations and design may be uncovered as well as mismatches between expectations and stated requirements.  Consequently, the Walkthrough should be challenging but not adversarial for effectively assessing the design.  Design Walkthroughs occur for Software OOD (JOOP Phase 7 - 9), Language Dependent Representation (JOOP Phase 10), and Method Design (JOOP Phase 11). Specific, more detailed procedures will be developed and documented by the DA/DAC as required as part of the NITS, to ensure standardization, configuration management and proper record keeping. This process will consist of establishing an A&S Verification Audit Team to conduct formal Design Walkthroughs with the software developer to ensure the design matches the expectations and requirements of the user community.  

	The A&S M&S developer will conduct formal Design Walkthroughs as code is written and implemented. The products to be verified for this activity include the A&S Domain RTM and SDFs. Therefore, this activity will consist of an audit and evaluation of existing A&S formal Design Walkthrough documentation. The technical approach to this phase of verification will consist of the following representative types of activities for each Build/Version.



Formal Document Review.  Document review ensures the design and specifications encompass the simulation requirements and that they represent a balanced and correct approach. 

Design Walkthrough of A&S MSO and JSIMS Core Infrastructure (CI) software.  Design walk-throughs are reviews by a group of peers or SMEs as the model proponents or intended users to ensure the design matches the expectations and requirements of the user community.

Design Walkthrough of JSIMS System Interfaces.

Design Walkthrough of JSIMS Environment Representations relating to A&S.

Trace Requirements of A&S Software. Trace requirements are a cross-comparison of system specifications, software requirements and design.  Verification of the design is the connecting link reconciling the actual code to the requirements and specifications.

Trace Requirements of A&S Interfaces.

Trace Requirements of A&S Environment Representations.



The product for this activity will be a section in the A&S V&V Report.  This section shall be entitled "Design Walkthrough of A&S Products” and shall contain the following items:

Record of all material reviewed.

Statement of evaluation procedures and derived evaluation criteria.

Corresponding comments for each item audited and evaluated.

Analysis and findings regarding the completeness and sufficiency of the original design walk-through.

Identification of significant discrepancies.

Statement of possible implications.

Recommendations /conclusion / residual issues.



E.1.2	Roles and Responsibilities

The following essential personnel will supervise witness and conduct this phase of the A&S Domain verification effort.



DA Test Director: responsible for overseeing the development, scheduling and implementation of the verification procedures.  The Test Director will coordinate all test events, including the V&V activities.

NASM PO: responsible for approving the verification procedures, for witnessing their implementation, for ensuring that they produce unbiased reporting of the results.

DAC Software engineers: responsible for developing and implementing the verification procedures.



E.1.3	Resource Requirements (TBD by A&S Domain Test Team, in concert with other testing activities)



E.1.4	Milestone Schedule. (TBD by Test Director, in concert with other testing activities)



NOTE: ultimately, we need to define more specifically who participates, the schedule. schedule of events, what the inputs will be, what specific tasks/procedures will be performed, any special tools to be employed, the exit criteria and the requisite content of the Verification Reports.



E.2 Code Walkthroughs (JOOP Phase 12)



E.2.1 Technical Approach

Once verified, the conceptual model and its associated design are converted into code.  Verification of the code ensures that the detailed design is implemented correctly in the software.  Code Walkthroughs provide rigorous audits of all code, pseudo-code and/or compilable code, ensuring proper implementation of the detailed design.  The Code Walkthrough will consist of stepping through the code to ensure sensible design translation, adherence to established coding conventions, appropriate commenting, proper input and output control, and correct variable naming and usage.  This activity occurs during the Class Implementation/Test, which is JOOP Phase 12. The products to be verified for this activity include the SDFs, pseudo-code and the source code.  The technical approach to this phase of verification will consist of the following representative types of activities for each Build/Version. Specific, more detailed procedures will be developed and documented by the DA/DAC as required as part of the NITS, to ensure standardization, configuration management and proper record keeping.



Code Walkthrough of A&S Software. These are reviews of the implementation of the simulation algorithms by members of the development team to ensure efficiency, correctness, and completeness in the implementation.  Formal Code Walkthroughs often serve as a forum for development team members to discuss interfaces among code modules and, when done with independent agents, help highlight simulation capabilities and limitations.

Dimensional Analysis for A&S System Software. This process ensures that the proper units of measure result from equations used in the algorithms and code.

Peer Review of A&S software.  These Reviews are done by independent, but knowledgeable, experts of the algorithms and code used in the simulation, including procedural flowcharts, top-down structured diagrams, pseudo code, data flow diagrams, or applicable object oriented diagrams. Documented Peer Review often highlights hidden assumptions made by the modelers in the implementation.

Portability Assessment for A&S Software.  This verification activity is an evaluation of the ability to migrate the software to other hardware configurations or platforms while preserving consistency of results.

Equation and Algorithm Checks for A&S Software.  These checks help determine that the implementation in code accurately represents the mathematical algorithm.

Automated Code Assessments for A&S Software. This activity makes use of tools such as variable name spell checkers, memory maps, subroutine call trees and call frequency monitors.  

Performance Testing of System Models and System Software.  Performance testing evaluates the ability of the simulation to represent the behavior and interactions of modeled systems.

Performance Testing of User Interface and Test Utilities. 

Sensitivity Testing of Selected JSIMS System Software.  Sensitivity testing evaluates if differences in input produce the expected proportional change in output; prepares and runs tests to compare results for systematically varied sets of input data to see if the expected trends in output are demonstrated.

Sensitivity Testing of Selected JSIMS Environment Representations.

Evaluation of JSIMS Hardware with Respect to Design Specifications.  This evaluation ensures that the hardware is representative of system population.



The product for this activity will be included as a section in the A&S V&V Report.  This section shall be entitled “Code Walkthrough of Selected A&S Domain Products” and shall contain the following items:



A record of the individual products evaluated by complete walkthrough and a record of the individual products evaluated by audit of previous reviews.

Statement of evaluation procedures and derived evaluation criteria.

Analysis and findings with corresponding comments for each product evaluated by complete review.

Analysis and findings with corresponding comments for each product evaluated by audit.

Potential problems discovered while conducting reviews/audits and possible implications.

Recommendations / residual issues / conclusions.	



E.2.2	Roles and Responsibilities

The following essential personnel will supervise witness and conduct this phase of the A&S Domain verification effort.



DA Test Director: responsible for overseeing the development, scheduling and implementation of the verification procedures. The Test Director will coordinate all test events, including the V&V activities.

NASM PO: responsible for approving the verification procedures, witnessing their implementation and reporting the results.

DAC Software engineers: responsible for developing and implementing the verification procedures.



E.2.3	Resource Requirements (TBD by A&S Domain Test Team, in concert with other testing activities)



E.2.4	Milestone Schedule (TBD by Test Director in concert with other testing activities)



NOTE: ultimately, we need to define specifically who participates, the schedule. schedule of events, what the inputs will be, what specific tasks/procedures will be performed, any special tools to be employed, the exit criteria and the requisite content of the Verification Reports.



E.3	Functional Testing (JOOP Phases 12 through 15), Pre- & Post-JSIMS Integration.



F.3.1	Technical Approach 

(TBD by Test Director in concert with other A&S and JSIMS integration and testing activities)

A&S Domain Functional Testing will assess the accuracy of model input-output transformation.  It will be applied by feeding inputs (test data) to the model and evaluating the accuracy of the corresponding outputs.  The objective is to increase confidence in model input-output transformation accuracy as much as possible rather than to obtain absolute correctness.  This activity will occur in Class Implementation/Test, Category Test, Software Integration/Test and System Test, which includes JOOP Phases 12 through 15, respectively. At the beginning of Activity 13.5, the DA and IPT software is integrated in the JIF and joint testing is performed.  Currently this activity is performed for MSOs only, however, this does not exclude joint DA and IPT development of other software packages in the future.  Following the completion of Phase 13.5, the DAs and the AIT jointly perform BIT and ST.  The products for this activity will involve testing the System Models and System Software, which include the following:



A&S User Interfaces and External System Interfaces (JSIMS)

JSIMS CI/MMF

A&S MSOs 

the JMSRR

Environmental Representations

Data Analysis Tools and Test Utilities



The process for this activity will evaluate the ability of the system element representational software to execute specified functions and demonstrate required capabilities.  For each function evaluated in this activity, the following steps in a generalized process will apply:



Identify critical functions.

Establish Measures of Merit (MOMs) for critical functions and criteria for evaluation of the execution of these functions.

Determine preferred mode of evaluation: analyze code (inspection), review SW test and evaluation results from development, exercise code in test driver environment, exercise code during normal JSIMS operations.

Observe/review the records of the development evaluation and testing

Observe models and tools in use and examine the results to see if tool does what it is expected.

Execute trials and collect data.

Apply evaluation criteria and document findings.

Cross-walk functional criteria to existing MOM evaluation plans.



	The product for this activity shall be a section in the A&S V&V Report.  This section shall be entitled “Functional Testing of the A&S Domain” and shall contain the following items:

Test and Evaluation Plan table.

Critical function identification table.

Evaluation methodology.

Evaluation criteria.

Rationalization of evaluation criteria.

3.   Procedural description of each evaluation.

4.   Net assessment including findings on each function.

5.   Incorporation by reference of any "inherited" results.

6.   Recommendations / residual issues / conclusions.



	During the execution of JOOP Phase 14, the Build Integration and Test (BIT), a record of all testing activity and all testing artifacts will be maintained by the I&DC in the Integration Test Folders (ITFs), problems will be documented in SPRs, and verification data will be entered into the RVTM.  The ITF will identify the tester, contain an annotated copy of the test procedures, any SPRs detected during test to include appropriate supporting documentation, and the date and location of the test.  The test folder will be subject to review and audited by the government and by QA.  The annotated copy of the test procedures will contain actual results, if they differ from the expected results and an indication of the acceptability of the actual results or the associated SPR written as a result of problem detection.  The specific content and format of the ITF is addressed in further detail in the JSIMS STP.  

	JOOP Phase 15, System Test, is a verification activity performed by personnel independent of the software design and development organizations. The A&S DA/DAC will support all System Test and evaluation activities, in particular where specialized requirements (e.g., requirements pertinent to only one service) or human intervention (e.g., role players) are being tested.  The A&S DA will be involved in testing the Joint FCCs, and the related USAF FCCs, including the preparation of the plans and procedures associated with the indicated test activities, performance of test, and reporting of the associated results.  Specific details of this phase of testing are contained in the JSIMS STP and STD.



E.3.2	Roles and Responsibilities

The following essential personnel will supervise witness and conduct this phase of the A&S Domain verification effort.



DA Test Director: responsible for overseeing the development, scheduling and implementation of the verification procedures. The Test Director will coordinate all test events internally with A&S, and externally with JSIMS.

NASM PO: responsible for approving the verification procedures, for witnessing their implementation and reporting the results.

DAC Software Engineers: responsible for developing and implementing the A&S-specific verification procedures.



E.3.3	Resource Requirements (TBD by A&S Domain Test Team, in concert with other internal and external testing activities)



E.3.4	Milestone Schedule (TBD by Test Director in concert with other internal and external testing activities)



NOTE: ultimately, we need to define specifically who participates, the schedule. schedule of events, what the inputs will be, what specific tasks/procedures will be performed, any special tools to be employed, the exit criteria and the requisite content of the Verification Reports.
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Appendix F: Pre-JSIMS Integration Validation Activities



F.1	Documentation Validation

The documentation validation process starts at the end of JOOP Phase 0 (MSO CP 0), and extends until the end of Phase 4 (MSO CP 1) for each Build.  The JCMMS is first introduced at Phase 2 of the process but is not actually used by developers until Phase 5.  Since the focus of the build determines the detail present in the JCMMS, the focus of the validation is dependent upon the requirements associated with the Build.



F.1.1	A&S JBASS Review

The A&S JBASS has been reviewed by all cognizant USAF interests, however, it would be prudent to capture and document the procedures that were used and the results reporting since this will form part of the audit trail for requirements traceability.



F.1.2	Cross-Domain (XDI) JBASS Review

The A&S JBASS has been reviewed by all cognizant USAF interests, however, it would be prudent to capture and document the procedures that were used and the results reporting since this will form part of the audit trail for requirements traceability.

 

F.1.3	A&S Formalized Data Products (FDP) Validation

F.1.3.1	 A&S Domain Validation

According to JWFC, the objective of this activity is to assess and document the degree to which detailed FDP supports intended use requirements.  As such, each Service/Agency VV&A agent will submit its written assessment of a Build to the Enterprise VV&A Working Group (WG) at completion or 90 days after the start of that Build’s integration, which ever is earlier.

Validation of the Joint Conceptual Model of the Mission Space (JCMMS) should occur before further M&S development to avoid inaccurate representation of the system and failure to meet the proposed requirements. Errors caught at this stage are both easier and less expensive to fix. Validation of the JCMMS requires mutually supportive efforts for domain and XDI validation. 

Therefore, USAF SMEs will validate applicable portions of the JCMMS products in accordance with the guidelines provided in AF Instruction 16-1001.  Products already validated will not have to follow the new FDP format described in this plan.  These products should, however, clearly indicate all the V&V information as contained in the FDP meta-data template.  All Services/Agencies must validate their respective products and FDPs prior to cross-domain validation according to the development schedule stipulated by the JCMMS IPT. Currently, forty (40) FDPs for Builds 1 and ninety (90) Build 2 FDPs have been service-validated by the USAF as of September 1998. The validation process and procedures and applicable acceptability criteria that were used should be captured and documented in order to form part of the requirements traceability audit trail.  Build 3 FDPs are scheduled to be serviced-validated by April 1999, however, NASM anticipates completion by December 1998.



F.1.3.2	 Cross-Domain Interaction (XDI) Validation 

After the other Domains validate their individual FDPs, the A&S Domain will review the resultant validated products from a XDI A&S user standpoint.  This requires SMEs from all domains, working in collaboration, to review products from each other’s domain to ensure that they:



 satisfy the requirements of their Service/Agency’s typical operations, and

 interact properly with associated products within their Service/Agency.



Therefore, the A&S Domain will provide CMMS design engineers and USAF/NAIC SMEs to assist in the validation of applicable XDI FDPs.  This pre-JSIMS integration validation activity is being conducted rather informally among the various domains, as schedules and resources permit. Currently, the development and review of potential XDI FDPs is on-going. 



NOTE: ultimately, we need to define more specifically who participates, the schedule, what the inputs will be,  what specific tasks/procedures will be performed, any special tools to be employed, the exit criteria (i.e., the acceptability criteria) and the requisite content of the Validation Reports.



F1.3.3 	Validation Product Configuration Management

The A&S Domain will submit electronic copies of their validated products and FDPs to the JWFC or its designated repository as they are validated.  The electronic copy will contain all associated FDP templates and an A&S Domain configuration control number.  The meta-data template will contain the author’s name, business address, email address, and telephone to facilitate author and validator coordination.  The meta-data template will also indicate the A&S Domain V&V status, agency, official, date, and any unresolved comments of the A&S Domain’s verification and the validation officials.  

In order to establish and maintain configuration management, JWFC has established a centralized database that is based upon the Land Domain’s Functional Description of the Battlespace (FDB) design, adapted to Enterprise validation requirements, and accessible via the internet.  As such, all SMEs can validate cross-domain operations and interactions from their home station via the Internet.

The database will capture comments from the SMEs and provide them to the responsible Service/Agency POC/author.  Negative inputs are required.  The product’s POC/author will consider all comments on the FDP, accept or deny recommendations, and coordinate the results with the validating Service/Agency POC.  The product’s POC/author will enter the appropriate Service/Agency section of the product’s meta-data template. Comments that cannot be resolved between Services/Agencies will be entered into the respective comments section.

Once all cross-domain comments have been received and dispositioned the configuration control number of the product will be changed and the new version submitted electronically to the JWFC or its designated repository.  The old version of the product and all its comments will be archived and the new version placed in an action pending or validated status.  The VV&A WG will review all unresolved conflicts and forward them, with recommendations, for resolution by the JSIMS Validation Board.



Note:  Methods for handling classified FDP’s are being investigated at this time, the above paragraphs will be updated at such time as these issues are resolved.



The following JWFC procedures will be followed for XDI validation:

The FDP products undergo an integration phase where all DAs review their products with other DAs and verify that the interfaces, XDIs agree; at the end of the integration, the DA representatives certify XDIs for consistency.

Once the products are integrated for a given build, the I&D contractor informs JWFC, and posts the FDP products to the JIR (FDB). 

JWFC then notifies all domains, and the CINC POCs, for the Joint domain, that new products have been posted and are ready for validation.

The individual domains and CINC POCs appoint SME(s) from their organizations to review the products, and notify JWFC of the name of the lead SME for their CINC.  For cross-domain validation, it is not mandatory that all products be reviewed by all domains; instead, each domain or CINC, working within their own constraints, should elect to review those products that are of direct interest.

The domain SMEs are then given approximately 45 days to review the products and provide feedback to the authors.  During the 45-day period, the author, or designated domain POC, and the JWFC JCMMS Team monitor the comments, with the author responding by posting comments to the JIR (FDB), and updating the FDP as required.  The JWFC JCMMS Team provides resolution of any comments.

Thirty-eight days after posting, each domain will report any unresolved issues to JWFC.  JWFC will then schedule any such issues for conflict resolution meeting of the VV&A Group.

At the end of the 45-day period, if no comments remain, the JWFC JCMMS Team validates the document for that build, acting as validation surrogates for the Enterprise.

At the end of 45 days, unresolved issues will be brought forward to the VV&A Group Conflict Resolution meeting.  If conflicts cannot be resolved at this level, they will be taken before the Executive Council of the JRCB for adjudication.

Each domain will submit a written overall assessment of its validation of a build at the completion of or 90 days after the start of that build’s validation, whichever is earlier.



For XDI validation, the A&S Domain VV&A representative, AFAMS, is responsible for informing JWFC of its lead SME for each product, and JWFC is responsible for informing the other Domains of the reviewing SMEs.  The Validation Agents for each domain and XDI validation are recorded on the FDP metadata and on the validation records in Appendix K to the JSIMS VV&A Plan.





F.1.4	Use Case Validation

Generally, the same individuals, or types of individuals, who perform the JCMMS validation should also perform the Use Case validation.  These individuals would be Service or Domain SMEs with the requisite backgrounds appropriate to the Use Case.  Each Use Case is organized in the following manner:



Table F.1.4-1.  Use Case Definition

Use Case Field�Field Definition��Title�UC20010_JTFCoordinatesSearchAndRescue��Overview�high level process or event description��Preconditions�what has happened prior to the process or event taking place��Assumptions�requirements for the process or event to take place��Scenario�event by event description of the process or event��Scenario Notes�amplifying information on the scenario��Post Conditions�conditions at the conclusion of the process or event��Required GUI�graphic display to be used��Exceptions�exceptions to what is described��Use Cases utilized�refers to other use cases that may be included��Timing Constraints�either sequence or elapsed time��Category Interaction diagram�wiring diagram that connects in sequence over time the objects and processes associated with the scenario��

During the validation process, the list of considerations shown in Table F.1.4-2 should be applied to each section of the Use Case; taken together, they form the basis for the validation acceptability criteria.

The Use Cases to be validated are generated during Phases 2 and 3 of the JOOP process, and are fully ready for validation at the end of Phase 4 (MSO CP 1).  Validation will need to run parallel with these phases, with some overlap into Phase 5 of the JOOP process to allow for sufficient feedback into the design phases.

Use Cases should be associated with FDPs found in the JIR (FDB), using the RTM to establish the traceability both to the requirement and to the reference.  By associating a Use Case with the appropriate FDP, the validator establishes a built-in reference guide.  When validating the Use Case, reference is then made to the appropriate FDP.  This provides doctrinal reference and interpretation for the validator.  In addition, as a crosscheck, the FDP and Use Case should be compared for consistency.  Appendix M of the JSIMS V&V Plan establishes a list of Use Cases developed, sorted by unique ID, the requirement and FDP trace information, along with the validation status.



F.1.6	Common Representation Templates (CRTs) Validation (TBD)



F.1.6.1	 Units Under Test (UUT)

The applicable UUTs are documented in each of the specific JSIMS Build/Version Plans.  A comparison of the documented UUT to validation tasks as defined in this Plan will highlight areas of interest to the validation team. The A&S Domain validation team will perform face validation on the recorded inputs and outputs from execution of functional testing.

The A&S Domain validation team will evaluate and document the behaviors of the simulation beginning with Build 3. Performance data and acceptability criteria will be provided by the USAF and NAIC.



F.1.7	Mission Space Objects (MSOs) Validation

The validation of A&S Domain produced MSOs will be conducted beginning with Build 3, using both structural and output methods, as discussed in Section 2.2.3.  The following are representative of the type of activities that will be performed, keeping in mind that the MSOs need only meet the acceptance criteria for the purposes of that Build/Version.
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Table F.1.4-2.  Use Case Acceptability Criteria

Use Case�Acceptability Criteria��Title�Are doctrinally correct terms used?��Overview�Is the description complete in all elements?  Is the description accurate?  Is the process doctrinally correct?��Preconditions�Are the listed preconditions accurate?  Are the preconditions complete?  Are all of the listed preconditions necessary?��Assumptions�Are the listed assumptions accurate?  Are the assumptions complete?  Are all of the listed assumptions necessary?��Scenario�Is the scenario accurate?  Is the scenario complete?  Does the scenario follow the correct sequence?  Are all the elements listed in the scenario required?��Scenario Notes�These points of clarification should be reviewed primarily for accuracy.  Also, close consideration should be give on whether or not additional notes of clarification may be required��Post Conditions�Are the listed post conditions accurate?  Are the post conditions complete?  Are all of the listed post conditions necessary?��Required GUI�Not reviewed for validation purposes��Exceptions�Should be reviewed primarily for completeness��Timing Constraints�Should be reviewed primarily for completeness��Use Cases utilized�Review use cases that have been rolled up in the use case / scenario under test, and repeat the above sequence recursively to complete validation��Category Interaction diagram�This section of the use case is probably the most critical and should be given the closest scrutiny in the validation process.  This diagram actually shows how information will flow through the simulation between objects and processes.  Assuming that the scenario is correct, the category interaction diagram should be traced through its entirety and compared with doctrinal references.��



Structural Validation

Evaluate Resolution Balance/Detail of A&S Domain MSOs.  Evaluates detail, balance, and consistency of representation across multiple systems and across all A&S models.



Evaluate Functionality Modeled in A&S Domain MSOs.  Evaluates individual pieces (functional areas, systems, units, etc.) of the simulation to determine that they adequately represent their counterparts in the real world.  Determine if the simulation is complete and functions are adequately modeled.



Evaluate Consistency of A&S Domain MSOs. Determines the adequacy and consistency of physical and behavioral representations across all models.



Output Validation

Compare A&S Domain MSO Representations to Historical Data.  Comparison of simulation results to applicable combat data collection archives or other historical sources (if available). 



Compare A&S Domain MSO Representation to Other Models and Simulations.  Comparison of simulation results to other applicable validated simulation (if available).



Evaluate Sensitivity of Results to A&S Domain MSO Representation Inputs. Sensitivity analysis is evaluating output/result to determine correctness with relation to the inputs.  This activity evaluates simulation sensitivity to valid input data items; i.e. that the difference between two sets of simulation results reflects a possible/ believable result.



Evaluate Sensitivity of A&S Domain MSO Functional Performance of Model-to-Model Interactions of A&S Domain MSO Representations. Evaluates simulation sensitivity of model-to-model interactions within the simulation; i.e., that the interactions between multiple models within the test bed reflect possible/believable results.



Evaluate Sensitivity of A&S Domain MSO Functional Performance to Scenario Changes.  Evaluates simulation sensitivity to scenario changes within the simulation; i.e., that the interactions between scenario elements, the geophysical and environmental data within the test bed reflect possible/believable results.



Compare A&S Domain MSO Performance with Operational or Technical Test Results.  Test compares simulation results to measured data from applicable formal tests and exercises (if available).  Comparison of software simulation results to measured or instrument data from operational, developmental or laboratory tests.



Compare A&S Domain MSO Performance with Exercise Results. Comparison of software simulation results to documented or instrument data from exercises to evaluate exercise interactions in comparison to interactions exhibited in the simulation.



NOTE: ultimately, we need to define more specifically who participates, what the inputs will be, what specific tasks/procedures will be performed, any special tools to be employed, the exit criteria (i.e.,  the acceptability criteria) and the requisite content of the Validation Reports.



�

APPENDIX G: Post-JSIMS Integration Validation

The requirements to validate A&S Domain products after integration with the JSIMS Enterprise, for each Build or Version, is contained in the JSIMS VV&A Plan. An excerpt from the JSIMS V&V Plan states: "A minimum of one validation agent from each domain will attend Phase 14 Build Integrate Test (BIT) activities. Resources are limited in the Joint Integration Facility (JIF).  However, validation agents will need access to one workstation to obtain data from the automated test tool. Each domain should provide laptops for their validation agent to use for report generation and tracking.  Access to a LAN and external email is required so validation agents can communicate with SMEs at their home stations."  This portion of the JSIMS VV&A Plan will require inputs from the A&S DA that provides estimates of our level of resource requirements and commitment. Currently, the A&S Domain does not plan to conduct formal service validation of A&S models until Build 3.  Prior to that time (i.e., Builds 1 and 2), the A&S Domain will develop validation procedures and perform a "dry run" to test out these procedures during Builds 1 and 2.  The development and testing of these procedures will be done by AFAMS with support from the DA and DAC.



G.1	Build 1 

G.1.1	Build 1 Strategy

Build 1 provides fundamental capabilities of composability and scalability using a mature repository capability.  The focus of the build will be the JSIMS Federation Object Model (JFOM), the Military Modeling Framework (MMF), JMSRR, and CI Life Cycle Applications (LCA) and External System Interface (ESI) framework definition.  The Developing Agents (DAs) will have an internal MSO development focus on low-to-medium fidelity models with a minimum level of cross-domain/cross-model interactions.  The goal of Build 1 is to support initial operational demonstrations of JSIMS, with emphasis on the JMSRR.

The Air & Space DA will develop Mission Space Objects that will provide basic capabilities to represent air entities and their interactions within the air domain.  The Air & Space DA will also develop the Civilian and Military Infrastructure (CMI).  The Air & Space DA will collaborate with the other DAs on the cross-domain interactions.  These will include basic representations of missions, organizations, platforms, weapons, equipment, and interactions.  The Air & Space DA will work with the Maritime DA, Marine Corps DA, and the Army DA to build aircraft and missile entities to ensure consistent representation.  The details of the entities that may be modeled are specified in the Air & Space BASS.  The Air & Space BASS can be accessed on the JSIMS web at: (http://www.jsims.mil/Enterprise/jbass).  In summary, for Build 1 the following 40 CMMS products will be developed by the A&S Domain:  28 Process Descriptions (5 missions, 8 Phases and 15 Tasks), two Organization Descriptions, seven Generic Equipment CRTs (one aircraft, 6 aircraft subsystems), and two Civilian Military Infrastructure Descriptions.

Build 1 will contain only unclassified material.  Also, this Build will only be tested in the JSIMS Integration Facility (JIF), with possibly some external interfaces such as NSC and the CUBE (prior to JSIMS integration, A&S Build 1 components may be tested with external interfaces via the interface of the NASM Net to ESC facilities, i.e., the CUBE). 

The JIF configuration supports software integration, testing, and system testing activities.  JIF access is restricted so that a controlled test environment can be maintained. Further detail pertaining to the JIF will be found in the JIF Implementation Plan (JIFIP) located at URL: http://www.jsims.com/jifjsee/piw.html on the JSIMS web.

The JMSRR Configuration serves as the repository for the databases and libraries essential to the composition of any simulation event.

The specific Build 1 integration and test procedures are scheduled for development beginning in late 1998.  The definition and the identification of the specific requirements for the JIF in support of Build 1 integration and test activities will be documented in the integration and test folders developed by the Integration and Test WIPT.  Due to the overall objectives of Build 1, a scripted scenario will be employed. This means that any testing of the composability functionality of JSIMS during Exercise Design will not be reflected in the actual scenario that is executed. Therefore, there will be no validation activity for Build 1.  However, Build 1 will provide an excellent opportunity to evaluate and fine tune validation procedures. Specific validation procedures will be developed and tested/evaluated, and specific support requirements will be provided by JWFC, the USAF and NAIC.



G.1.2	Build 1 Schedule
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Figure G-1.  JSIMS Build 1 Top Level Schedule



Figure G-1 depicts the top level Build 1 schedule.  This schedule represents the flow of Build 1 key program milestones and IPT development phases and Coordination Points. The Integrated Master Schedule (IMS) for the JSIMS program contains the detailed schedule of activities in support of Build 1, which is maintained on the web at: http://www.jsims.com/boards/cost/ims.html.

The Enterprise Build 1 Plan, which is the guiding document for this Build, can be found on the JSIMS web site at: http://www.jsims.com/eait/build1/products.html.

Build 1 Technical Demonstration (B1 Tech Demo) will be a scripted demonstration of JSIMS initial capabilities and will be conducted at the Joint Training, Analysis, and Simulation Center (JTASC).  It is designed to provide a first look to the user community to gain confidence and user feedback. A formal validation event will not be executed by JWFC, nor by AFAMS, for this Build due to the immaturity of the software.  However, informal face validation will be done during the execution of the demonstration on the available functionality to provide early input on perceived inaccuracies and begin to walk through preliminary validation procedures.

Members of the JSIMS VV&A WG will attend the demonstration and will be encouraged to send SMEs in an observer role based on the functionality to be demonstrated. The UUTs are detailed in the STD for Build 1. JWFC JSIMS VV&A team members will attend, along with representatives from the VV&A WG.  EAs, CINC representatives, and members of the user community will be encouraged, but not formally tasked, to observe the demonstration. No additional simulation hardware will be required. JWFC JSIMS VV&A team personnel will provide their own PC equipment for information tracking and reporting.

The time necessary for the preparation and execution of the Build 1 Pre-CE Validation Event (Stages C and D) and CE (STAGE E) is currently scheduled for approximately eight weeks.  The database preparation time (Stage B) is not currently scheduled because it may occur prior to Systems Testing (JOOP Phase 15) to support all testing, or it may be executed concurrent with Operator Training (Stage A).



Date�Activity��6/7/99 – 6/12/99�Validation Agent Operator Training��TBD�Build of Domain Validation Database��TBD�Build of Cross Domain Validation Database��6/14/00 – 6/18/99�Domain Validation��6/21/99 – 7/9/99�Cross-Domain Validation��7/12/99 – 7/16/99�Functional Capabilities Testing��7/23/99�System Problem Reports submitted to JPO��7/23/99�Validation Report submitted to JPO��Table G-1.  Validation Activity Schedule for Build 1

G.2  Build 2 Validation

Build 2 validation by JWFC will be incorporated into the Build 2 Collaborative Event (CE) using the process and structure discussed in Sections 9.3.1 and 9.3.2 of the JSIMS V&V Plan.  The timeline and concept of operations is shown in Figure G.2-1.



�





Figure G.2-1  Build 2 CE Validation Plan at JTASC



For the Build 2 CE, domains will perform their domain-level (Stage C) validation at either their home site or at the JTASC.  XDI validation will be executed in two stages.  Stage D1 will be non-distributed, cross-domain validation located at a central site, the JTASC.   Stage D2 and Stage E will incorporate distributed validation.  Table G.2-1 details the planned sites for validation by stage.

The Build 2 CE will be executed at the SECRET level with the Intelligence components, WIM, NATSIM, JSIGSIM, operating at TOP SECRET SCI.  All participants will have the necessary clearance and comply with the site security procedures at the designated site.

Specific UUTs for Build 2 have not been determined at this time.  Determination of UUTs will occur upon publication of the Build 2 Plan and will be checked against the Build 2 Systems Test Plan as well as the results of BIT (Phase 14) and Systems Test (Phase 15).

The primary method to be employed by JWFC during the build validation events is functional or black box testing. This will assess the accuracy of transformations of inputs to outputs and will provide confidence in the accuracy rather than claim absolute correctness.  Interface testing will also be conducted, primarily in the area of cross-domain validation and operational testing.  Model interface testing requires that each sub-model within a model or model (federate) within a federation is tested individually prior to the conduct of this type of testing.





Phases:�Stage C�StageD1�Stage D2�Stage E��Joint�JTASC�JTASC�JTASC�JTASC��Navy�JTASC�JTASC�TACTRAGRULANT*�TACTRAGRULANT*��Marine Corps�JTASC�JTASC�II MEF Sim Ctr�II MEF Sim Ctr��Land�NSC�JTASC�TBD*�TBD*��Air & Space�CUBE�JTASC�CUBE*�CUBE*��NATSIM�JTASC�JTASC*�JTASC*�JTASC*��JSIGSIM�JTASC�JTASC*�JTASC*�JTASC*��WIM�NSC�JTASC*�JTASC*�JTASC*��*   Indicate SCIF required at locations

CUBE – Command & Control Unified Battlespace Environment

TACTRAGRULANT – Tactical Training Group Atlantic��Table G.2-1.  Build 2 Collaborative Event Locations

In addition, sensitivity analysis will be incorporated as well as special input testing (boundary value testing, equivalence partitioning testing, extreme input testing, stress testing) to ensure validity over a wide range of input values.

Acceptability criteria will be developed by the EA test plan developers using their authoritative data sources and SMEs.

The Service EAs, MSEAs, CINCs, JWFC, and other users will provide SMEs, acting as validation agents.  It is critical to the success of the validation effort to have SMEs proficient in their area to provide credibility to the simulation.  The functionality incorporated into Build 2 will determine the number and area of expertise of the SMEs.  This will be a constantly evolving process and the details will be captured in the CE Resource Planning Worksheet (url: )

Again, the A&S Domain does not plan on conducting any formal validation during Build 2, only to "dry run" their validation procedures.

The time necessary for the preparation and execution of the Build 2 Pre-CE Validation Event and CE is approximately 10 weeks.  Specific personnel are required for each stage of the process; these types are defined in Table G.2-2.  



Stage A�Stage B�Stage C�Stage D�Stage E�Stage F��Technical: software and hardware�Database builders�Technical: software and hardware�Technical: software and hardware�Technical: software and hardware���Facility Support��Facility Support�Facility Support�Facility Support�����System operators (“pucksters”)�System operators (“pucksters”)�System operators (“pucksters”)�����Validators (SMEs)�Validators (SMEs)�Validators (SMEs)�����Test Control (CTF+)�Test Control (CTF+)�Test Control (CTF+)�Test Control (CTF+)����OTA Representatives�OTA Representatives�OTA Representatives�OTA Representatives������Joint Exercise Control Group (JECG)���Table G.2-2.  Personnel Type Requirements by Stage for Build 2

Detailed personnel requirements are outlined in the Collaborative Event Resource Planning Spreadsheet (URL:).

Simulation hardware will be provided by the host sites (JTASC and distributed sites).   Resource requirements will be determined as the scope of Build 2 and numbers of test participants become known as part of the planning process.  These requirements will be tracked in a resource matrix similar to the personnel matrix currently being developed. The system operators and validation agents will need PCs to record results, comments, and fill out surveys.  The host sites will provide equipment based on the personnel requirements for Build 2.
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Key Issues/Points/Action Items to be included the A&S V&V Plan: (items not currently in the draft of this plan)

Identify the accreditation data requirements (from the USAF). This is VERY important since it determines what data needs to be collected within our very limited resources (see also #3, #15).

Action (who):	AFAMS			When:

2.	Provide specific, detailed validation procedures, activities, and resource requirements (as best can be determined at this time) for Build 3.

Action Verification (who):  DA/DAC			When:

Action Validation (who):				When:

3.    Identify and document V&V acceptance criteria (two different exit criteria, one for verification, a   

       different set of criteria for validation) for EACH MSO, or element to be developed by the A&S  

       Development Agent.

Action Verification (who): DA				When:

Action Validation (who):  AFAMS				When:

4.    Create and populate a testing resource requirements matrix that identifies the number and qualifications of all of the SMEs, engineers and government observers needed to conduct the Post-JSIMS verification process, also include any hardware/software and facility requirements; this should be constructed for Builds 1,2 & 3 for now, based upon SIT WIPT, CEPW and VV&A WG support requirements.

Action (who):				When:

5.    Identify Test Director(s) (Air Force, DA and DAC).

Action (who):				When:

6.   Integrate V&V activities/resources with other internal A&S and external JSIMS related testing events to conserve precious time/resources (DT&E, System Test, OT&E, Demos, CEs, etc.)

Action (who):				When:

7.    Incorporate A&S Foreign Representation models and requirements for validation SMEs (coordinate with intelligence agencies DIA, NAIC).

Action (who):				When:

8.   Incorporate a subset of this V&V Plan in the JSIMS VV&A Plan and the NITS.

Action (who):				When:

 9.   Provide after-action results reports to the JSIMS JMSRR via JWFC.

Action (who):				When:

10.  Include/address cross-domain validation requirements (i.e., acceptability criteria).

Action (who):	AFAMS			When:



11.  Document (i.e., capture) previously completed V&V activities, procedures and their results. 

(current on-going Requirements Walkthroughs, JBASS and JCMMS FDP Reviews, etc.)

Action (who):				When:

12.  Determine the specific accrediting authority for A&S models.

Action (who):	AFAMS			When:

13.  List all MSOs and their associated required functions that will need to be validated for Build 3 (correlate with the SME requirements).

Action (who):				When:

  



Remember, this Plan will become a “living document”, updated and revised as necessary, we can't answer all of these issues at this time, which ones require immediate attention and which can await further clarification or other events to occur ?
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